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Network Security Leader

Corporate Overview

Fortinet is among the top 5 public 
cybersecurity companies in the world. 
Its broad portfolio of solutions spans 
Network, Infrastructure, Cloud, and IoT
Security.

4M+ Appliances 
Shipments Worldwide

(+30% units WW)

360,000 + Customers

$10.6B Mkt Cap ~$1.5B - 2017
(revenue)

* As of June 29th 2018
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70% of F100 Are Fortinet Customers

Telco
Financials/

Banking

Technology

Retail
Aerospace/

Defense

10 of 12

Healthcare

12 of 15

Transportation

3 of 5 9 of 11 3 of 5

9 of 104 of 4 11 of 13 3 of 54 of 5

Financials/Ins Food/Bev

Energy
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#1 Broadest Security Protection - From IoT To The Cloud

NETWORK 
SECURITY

CLOUD SECURITY

INFRASTRUCTURE SECURITY

IOT & OT SECURITY

Endpoint

Email

Sandboxing

SIEM

Wi-FiSwitch

WAF

Management

$9B

$2B

$25B

$47B

Source: Fortinet reclassification of IDC data
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A Leader in Network Security

Gartner Magic Quadrant for Enterprise Network Firewalls, Adam Hills, Jeremy D'Hoinne, Rajpreet Kaur, 10 July 2017
Disclaimer: This graphic was published by Gartner, Inc. as part of a larger research document and should be evaluated in the context of the entire 
document. The Gartner document is available upon request from Fortinet. Gartner does not endorse any vendor, product or service depicted in its 
research publications, and does not advise technology users to select only those vendors with the highest ratings or other designation. Gartner research 
publications consist of the opinions of Gartner's research organization and should not be construed as statements of fact. Gartner disclaims all warranties, 
expressed or implied, with respect to this research, including any warranties of merchantability or fitness for a particular purpose.

Gartner Magic Quadrant for Unified Threat Management (SMB Multifunction Firewalls), Jeremy D'Hoinne, Rajpreet Kaur, Adam Hils, June 2017
Disclaimer: This graphic was published by Gartner, Inc. as part of a larger research document and should be evaluated in the context of the entire 
document. The Gartner document is available upon request from Fortinet. Gartner does not endorse any vendor, product or service depicted in its research 
publications, and does not advise technology users to select only those vendors with the highest ratings or other designation. Gartner research publications 
consist of the opinions of Gartner's research organization and should not be construed as statements of fact. Gartner disclaims all warranties, expressed or 
implied, with respect to this research, including any warranties of merchantability or fitness for a particular purpose.
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We Lead the Industry in Innovation

* As of June 30 2018   Global Patents = 539

Based on patents issued as listed by the US Patent and Trademark Office
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NSS Labs 3rd-Party Certifications 

9 Recommendations 
out of 9!

Cisco 4

Check Point 3

Palo Alto Networks 4

Most Recent Test Results

9
Recommendations

Fortinet Confidential

Updated August 20, 2018

5th year in 
a row!
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1990 2000 2010 2020 2030

FIREWALL
Connectivity

NGFW
UTM

Content
FABRIC

Infrastructure

Well-Positioned to Lead the 3rd Evolution of Network Security

Network Security Evolution



9

[Digital Transformation]
DX is the integration of digital technology into all 

areas of a business, resulting in fundamental 

changes to how businesses operate and how 

they deliver value to customers
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[Security Transformation]
SX is the integration of security into all areas of 

digital technology, resulting in a Security 

Architecture that provides a Continuous 

Trust Assessment
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Digital Attack Surface Expanding and Becoming Invisible

Cloud

Access

Network

BROAD
Attack Surface

Devices



12

Too Many Point Solutions and New Regulations

Security 
Consoles

Compliance

Point 
Products

INTEGRATION
Very Difficult

Form 
Factor

30+
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Rapidly Changing Advanced Threats and Lack of 
Resources and Expertise

Skills

Maturity

Noise

AUTOMATION
Critical

Speed
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Identify the
Attack Surface

Rapid
Response

Detect Unknown 
Threats

Trust 
Assessment

Protect Against  
Known Threats

Security Framework for Digital Security

Continuous 
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Fortinet Security Fabric
Third-Generation Network Security

A Security Architecture that provides:

BROAD Visibility & Protection of the 
Digital Attack Surface

INTEGRATED Detection of Advanced 
Threats

AUTOMATED Response & Continuous 
Trust Assessment

Delivered as:

Appliance Virtual 
Machine

Hosted Cloud Software
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Core Fabric Technologies

Accelerates
Network

Traffic

Accelerates
Content 
Inspection

Flexible
Policy

Optimized for entry-level 
form factors

CPU

Less Latency

Less Space

More Performance

Less Power

PARALLEL PROCESSING

SPU

Fabric

Connectors

Automation

API

Use Cases

CASB Orchestration

Fabric Agent

FORTIOS

Intrusion Prevention Antivirus

FortiSandbox
Cloud

Web Filtering

Application Control IP Reputation

Security Rating Threat Intelligence

FORTIGUARD
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The Broadest Security Portfolio in the Industry 
Built From The Ground Up To Deliver True Integration End To End

Endpoint 
Security 

FortiClient

Email 
Security 

FortiMail

Web Application 
Security 

FortiWeb

Management
& Analytics 

FortiSIEM

FortiAnalyzer

FortiManager

Advanced 
Threat Protection 

FortiSandbox

Secure
Unified Access 

FortiSwitch

FortiAP

Multi-Cloud 
Security 

FortiGate
Virtual Firewall

FortiGate
Cloud Firewall

FortiCASB

FortiGate
Enterprise Firewall

IPS 

SWG 

SD-WAN 

VPN 

Network
Security 

Open
Ecosystem

Partner API

DevOps

Connectors
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Fabric-Ready Ecosystem Partners Expand the Reach 
of the Fabric

IOT/OT/NAC/IDENTITY

CLOUD/NFV/SDN

VULNERABILITY/SIEM

FABRIC
CONNECTORS

FABRIC
API

TECHNOLOGY

ENDPOINTMANAGEMENT
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CTAP - recommended actionstep
ASSESS YOUR NETWORK  PERFORMANCE AND SECURITY

it’s

FAST
and

FREE
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HOW DOES IT WORK?

Register online or In-portal 
registration through XXX 
(reseller name)

REGISTRATION
FortiGate will be installed in 
your network to collect 
logs. Further your network 
profiling, one of the 
following units will be used:
- FortiGate 100D
- FortiGate 300D
- FortiGate 1500D

LOG COLLECTION
We review the CTAP report 
with you and discuss 
opportunity to enhance 
your network performance 
and security

CTAP REPORT1 2 3
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2 DEPLOYMENT MODES

TRANSPARENT MODE 
USING PORT PAIRS 

ONE-ARM SNIFFER
USING PORT MIRRORING
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3 AREAS OF ANALYSIS

SECURITY 
& THREAT PREVENTION

USER 
PRODUCTIVITY

NETWORK
UTILIZATION
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REPORTED DATA

» Network security solution effectiveness 
» Application vulnerabilities

» Malware/botnets detection 

» “At risk” devices within the network

» Applications and web resources usage within the network 

» Peer to peer, social media, instant messaging share of the network usage

» Usage of client-server and web-based applications in alignment with corporate policies

» Network performance improvement area 

» Throughput, session and bandwidth requirements during peak hours
» Security solution sizing and optimization for your actual usage



Request a free CTAP today!


